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Abstract—Realizing the envisioned capabilities of 6G
requires flexibility, programmability, and intelligent au-
tomation. To support zero-touch 6G network service man-
agement, we propose MANTRA-6G, an integrated cloud-
native, Al-native orchestration and management frame-
work that is designed for seamless, robust, scalable, and
intelligent service deployment and management across
heterogeneous data planes.

I. INTRODUCTION

The evolution towards 6G networks comes with am-
bitious goals including hyper-reliable, low latency, mas-
sive communication, and ubiquitous intelligence; thus,
existing architectures need to adapt and scale efficiently
and with minimal human intervention. These challenges
are imposed by the complex requirements of emerging
6G applications —including industrial automation, aug-
mented reality, intelligent transportation systems, and
integrated non-terrestrial networks— which require ad-
vanced solutions for autonomous network service man-
agement and orchestration [1]. To address these chal-
lenges, the Dutch government has launched the national
6G R&D program Future Network Services!, bringing
together over 60 partners, including ICT companies,
mobile operators, semiconductor manufacturers, and re-
search institutions. Within this program, we propose a 6G
network service management and orchestration frame-
work that extends the hierarchical orchestration and man-
agement capabilities of Oakestra [2] with an enhanced
version of the DESIRE6G Infrastructure Management
Layer (IML) [3] serving as an Accelerator Abstraction
Layer, following the O-RAN architecture [4]. The result
is a cloud and Al-native framework, called MANTRA-
6G (MANagemenT & oRchestration for Autonomous
6G), that enables flexible, scalable service deployment
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and intelligent automation. MANTRA-6G targets end-
to-end (E2E) management and orchestration, from the
Radio Access Network (RAN), to the core, effectively
addressing the need for a common Service Management
and Orchestration (SMO) platform as indicated by the
nextG Research Group within the O-RAN alliance [5].

II. MANTRA-6G ARCHITECTURE

MANTRA-6G follows a multi-layer hierarchical
structure (fig. 1). At the bottom layer sits the physi-
cal infrastructure, comprising geographically distributed
sites, equipped with diverse compute and networking re-
sources. These include programmable accelerators (e.g.,
IPUs, DPUs, etc.) alongside non-programmable hard-
ware, such as legacy radio equipment or general-purpose
computing platforms. In the following, we introduce the
different layers of our framework.

1) Root Orchestrator: The cloud-native Root Orchestra-
tor (RO) serves as the E2E SMO layer across the RAN
and core network domains. Building upon traditional
NFV orchestration, the RO handles lifecycle manage-
ment of network services, network slicing, and resource
coordination across distributed infrastructure sites. With
Al at its core, the RO integrates a Non-Real-Time
Intelligent Controller (Non-RT IC) supporting MLOps,
i.e., the deployment of ML/AI pipelines to optimize
and automate network operations. In this framework,
network services are defined as logical service graphs
composed of interconnected NFs, annotated with de-
ployment constraints, SLA parameters, configuration de-
pendencies, and end-to-end network requirements. To
mitigate the complexity and security risks introduced
by programmable data planes, the RO incorporates Net-
work Program Synthesis capabilities, to dynamically
auto-generate and configure network software tailored
specifically to the tenant’s or operator’s requirements.



Furthermore, it supports the distributed nature of 6G
infrastructures through a 6G Peering component that
orchestrates secure, dedicated data-plane connectivity
between local facilities and remote infrastructure. This
extends the telco’s geographical footprint beyond its
traditional boundaries, enabling seamless interconnec-
tion with third-party networks (e.g., PN-NPN), cloud
providers, and edge computing sites, while maintaining
security and performance guarantees.

2) Infrastructure Management Layer: Each site hosts the
cloud-native IML, serving as the abstraction and automa-
tion layer that bridges logical and physical network func-
tions. The IML specifically targets programmable data-
plane (PDP) resources (e.g., SmartNICs, DPUs, etc.) ab-
stracting physical resource management, enabling seam-
less deployment, scaling, and aggregation/disaggregation
of network functions, following a cloud-native approach
for the networking elements. For example, it enables
the dynamic deployment of specialized infrastructure
network functions (InfraNFs), such as load balancers,
tunneling adapters, and monitoring components, and
robustly manages data-plane resources towards service
assurance. Data-plane programmability allows the IML
to leverage real-time in-network AI/ML techniques to
assist its Al-native functionality. Building upon the ca-
pabilities of the current IML version, MANTRA-6G
enhances the IML with inherent intelligence (e.g., for
NF placement, offloading decisions etc.) to promote
its Al-native operation, investigating performance trade-
offs. To support data-plane multi-tenancy (i.e., aggre-
gation/disaggregation of functions), the IML incorpo-
rates formal verification methods, ensuring the correct-
ness/completeness of the respective program.

3) Cluster Orchestrator: The IML serves as a wrap-
per to the Cluster Orchestrator (CO), that handles the
deployment, lifecycle management, and optimization of
non-PDP resources at the local site level, such as CPUs
and GPUs. It employs virtualization technologies such
as containers, VMs, and unikernels, extending the re-
spective Oakestra component with additional runtime en-
vironments (e.g., WebAssembly). It supports optimized
resource allocation and scheduling of the workloads in
the non-PDP hardware, gathers real-time resource and
monitoring information, and reports aggregated metrics
to the RO, thereby maintaining granular administrative
control over local site resources. In conjunction with the
IML the CO will autonomously establish load balancing,
routing policies, and packet tunneling mechanisms to op-
timize NF-App communication across the infrastructure.
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Fig. 1: MANTRA-6G architecture overview.
III. FUTURE DIRECTIONS

We plan to showcase the capabilities of this frame-
work; this will accelerate the adoption of 6G technolo-
gies and pave the way for new business opportunities by
illustrating the viability and benefits of advanced network
management solutions in 6G-related market scenarios.
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